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Objetivo do estudo

Investigar os desafios, oportunidades e estratégias para alinhar praticas de Gerenciamento de
Processos de Negdcio (BPM) mediadas por Inteligéncia Artificial (IA) com os requisitos da norma
I SO/IEC 42001, consolidando evidéncias conceituais e préticas que orientem pesquisadores e gestores.

Relevancia/originalidade

O estudo é pioneiro ao articular, de forma sistematica, BPM, |A e a ISO/IEC 42001 Embora haja
pesquisas isoladas sobre |IA em BPM ou sobre a norma, ainda séo escassos os trabal hos que integrem
governanca, conformidade algoritmica e desempenho de processos.

M etodologia/abor dagem

Adotou-se uma revisdo integrativa de literatura (2015-2025), com buscas em Scopus e Web of
Science. O protocolo PRISMA guiou a selecdo, resultando em 22 estudos analisados qualitativamente.
A categorizac8o seguiu Bardin (2008), organizando os achados em trés eixos. desafios, oportunidades
e estratégias.

Principais resultados

Os resultados evidenciam trés frentes: (i) desafios na explicabilidade situada, governanca de dados e
conformidade dindmica; (ii) oportunidades no uso de templates de explicagdo ancorados em BPMN,
governanca e compliance; (iii) estratégias de implementacdo que integram papéis, métricas e PDCA.

Contribuicoes tedricasmetodol 6gicas

O estudo propde trés aportes: (i) mapeamento operaciona |SO 42001-BPM:; (ii) constructo de “dupla
transparéncia’ (técnica e operacional) como critério de desenho de controle; (iii) governanca
semantica de logs como infraestrutura critica para rastreabilidade e aprendizado organizaciona .

Contribuicbes sociaig/para a gestéo

O alinhamento BPM, IA e 1SO 42001 fortalece accountability, confianga e protecdo de direitos em
setores criticos (salde, financas, setor publico). O artigo oferece um checklist pratico para gestores
implementarem governanca de | A auditavel, sustentével e proporcional ao risco.

Palavras-chave: Inteligéncia Artificial, Gestdo de Processos de Negoécio, 1SO/IEC 42001,
Governanca de Dados, Conformidade Organizacional
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ARTIFICIAL INTELLIGENCE IN BUSINESS PROCESSMANAGEMENT: CHALLENGES
OPPORTUNITIES, AND STRATEGIESFOR ALIGNMENT WITH 180 42001

Study purpose

To investigate the challenges, opportunities, and strategies for aligning Artificial Intelligence (Al)-
mediated Business Process Management (BPM) practices with the requirements of 1SO/IEC 42001,
consolidating conceptual and practical evidence to guide both researchers and organizational
managers.

Relevance/ originality

This paper is pioneering in systematically articulating BPM, Al, and ISO/IEC 42001. While isolated
research exists on Al in BPM or on the standard, few studies reconcile governance, algorithmic
compliance, and process performance into an integrated framework.

Methodology / approach

An integrative literature review (2015-2025) was conducted using Scopus and Web of Science
databases. The PRISMA protocol guided selection, yielding 22 articles analyzed qualitatively.
Bardin’'s content analysis structured findings into three axes: challenges, opportunities, and strategies.

Main results

Findings highlight three dimensions: (i) challenges in situated explainability, data governance, and
dynamic compliance; (ii) opportunities through BPMN-based explanation templates, semantic
governance, and layered compliance; (iii) strategies integrating roles, metrics, and PDCA cycle within
Al-mediated processes.

Theoretical / methodological contributions

The study advances three contributions: (i) an operational mapping between SO 42001 and BPM; (ii)
the construct of “dual transparency” (technical and operational) as a design criterion for controls; (iii)
semantic governance of logs as critical infrastructure for traceability and organizational learning.

Social / management contributions

The BPM,Al eSO 42001 alignment strengthens accountability, trust, and rights protection in critical
domains (healthcare, finance, public sector). The article offers a practical checklist for managers to
implement auditable, sustainable, and risk-proportionate Al governance.

Keywords: Artificial Intelligence, Business Process Management, | SO/IEC 42001, Data Governance,
Organizational Compliance
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INTELIGENCIA ARTIFICIAL NO GERENCIAMENTO DE PROCESSOS DE
NEGOCIO: DESAFIOS, OPORTUNIDADES E ESTRATEGIAS PARA
ALINHAMENTO A ISO 42001

1. INTRODUCAO

A emergéncia da Inteligéncia Artificial (IA) como for¢a motriz de transformacao
organizacional redefine, em profundidade, a forma como empresas concebem, operam e
avaliam seus processos de negocios. Nos ultimos anos, a evolucdo acelerada de técnicas de
aprendizado de maquina, deep learning, processamento de linguagem natural e sistemas
autonomos contribuiu para a criagdo de modelos sofisticados que atuam em atividades antes
exclusivamente humanas (Benraouane, 2024). No contexto da gestao de processos de negocios
(BPM), essas tecnologias t€ém sido incorporadas para promover automacdo inteligente,
otimizagdo preditiva e personalizacdo em escala (Khazieva et al., 2024; Ricciardi Celsi &
Zomaya, 2025).

Entretanto, apesar do crescimento exponencial de estudos sobre o potencial da IA no
BPM, observa-se uma caréncia de diretrizes consolidadas para garantir que os sistemas
inteligentes operem em conformidade com requisitos de governanga, transparéncia,
rastreabilidade e responsabilidade organizacional (Birogul et al., 2025; MclIntosh et al., 2024).
O advento da norma ISO/IEC 42001 representa um marco nesse cenario ao estabelecer
parametros normativos internacionais para o gerenciamento de sistemas de IA, contemplando
todo o ciclo de vida dos algoritmos — desde o desenho e a implementagdo até a monitoragao
continua e o descomissionamento.

Apesar desse avanco normativo, persiste uma dificuldade substancial em compreender
como alinhar, de forma efetiva e pragmatica, praticas de BPM mediadas por A aos requisitos
complexos e interdependentes da [ISO 42001. Este problema ndo ¢ meramente operacional, visto
que, envolve questdes de natureza conceitual, metodologica e cultural, que se manifestam na
auséncia de modelos integrados de governanga, na escassez de métricas consensuais para medir
a transparéncia algoritmica e na incerteza regulatéria gerada pela sobreposicdo de legislagdes
(Botunac et al., 2024).

O uso de BPM consolidou-se, nas tltimas décadas, como um campo interdisciplinar que
integra gestdo estratégica, engenharia de processos e sistemas de informagdo. Sua evolugao
historica passa pelo desenvolvimento de frameworks como o Business Process Model and
Notation (BPMN), pelas metodologias de Six Sigma e Lean Management e pela adogdo
progressiva de workflows digitais (Campos & Carreiro, 2024). Contudo, o advento de solugdes
baseadas em A marca uma ruptura qualitativa nesse percurso, ao permitir capacidades inéditas
de predicao, adaptacdo e automacao (Birogul et al., 2025).

Paralelamente, o cendrio regulatorio global vem se tornando mais restritivo, refletindo
preocupagdes sociais sobre viés algoritmico, falta de explicabilidade e riscos a privacidade e
aos direitos fundamentais (McIntosh et al., 2024). Nesse ambiente, organizagdes enfrentam uma
pressdo crescente para demonstrar que seus sistemas de IA sdo auditaveis, confidveis e
alinhados a padrdes reconhecidos internacionalmente. A ISO/IEC 42001 surge, assim, como a
primeira norma especifica de sistemas de gestdo de IA, oferecendo um framework abrangente
que abarca principios de governanca, avaliacdo de riscos e mitigagdo de impactos adversos
(Benraouane, 2024).

A convergéncia entre BPM e ISO 42001 comega a ser explorada em trabalhos sobre
gestdo de riscos e compliance digital (Campos & Carreiro, 2024). McIntosh et al. (2024)
analisam como frameworks como COBIT e ISO 42001 podem ser integrados para mitigar riscos
na comercializagdo de modelos de linguagem de larga escala. Campos e Carreiro (2024)
salientam que organizagdes enfrentam tensdes constantes entre inovagdo e conformidade,
especialmente em setores regulados. Embora haja trabalhos que tratem separadamente da
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integracdao da IA ao BPM (Khazieva et al., 2024) e do enquadramento da IA na ISO 42001
(Benraouane, 2024), sdo raras as abordagens que conciliam, de forma sistematica, praticas de
BPM com os requisitos normativos ¢ de governanga da ISO 42001, sobretudo no que diz
respeito a operacionalizagdo simultanea de métricas de desempenho de processos e indicadores
de conformidade algoritmica. Para direcionar o preenchimento da lacuna visada, o presente
estudo propoe trés questdes de pesquisa:

QP1: Quais desafios enfrentados ao alinhar praticas de BPM baseadas em IA com a
ISO/IEC 420017

QP2: Quais sdo as oportunidades advindas da adogao da ISO 42001 em processos de
negdcio mediados por [A?

QP3: Quais estratégias tém sido propostas para integrar os requisitos da ISO 42001 as
praticas de IA no BPM?

Essas questdoes derivam da necessidade identificada de compreender ndo apenas as
dificuldades e oportunidades da convergéncia entre BPM e ISO 42001, mas também as
abordagens praticas que tém sido sugeridas para tornar essa integracdo efetiva no contexto
organizacional. Para responder as questoes, o presente trabalho propde uma revisdo integrativa
(Snyder, 2019) com o objetivo sistematizar a literatura sobre os temas visando identificar,
categorizar ¢ analisar criticamente os desafios, oportunidades e estratégias associados ao
alinhamento entre praticas de BPM mediadas por IA e a ISO 42001, produzindo subsidios
conceituais e praticos que orientem profissionais, pesquisadores e formuladores de politicas.

2. REFERENCIAL TEORICO
2.1 Visao Geral da ISO/IEC 42001

A ISO/IEC 42001:2023 ¢ a primeira norma internacional que estabelece requisitos para
um Sistema de Gestdo de Inteligéncia Artificial (SGIA), com foco em demonstrabilidade de
governanga, gestdo de riscos e operacao segura e responsavel de sistemas de [A ao longo de
todo o ciclo de vida. Diferentemente de guias técnicos ou codigos de conduta, trata-se de uma
norma de gestdo certificavel, construida sobre a arquitetura de alto nivel da ISO, o que facilita
sua integracdo com sistemas ja existentes — como ISO 9001 (qualidade) e ISO/IEC 27001
(seguranca da informagdo) — e com frameworks de TI e ciberseguranca (Benraouane, 2024;
Gueorguiev, 2024; Mclntosh et al., 2024).

Em termos de escopo, a 42001 ¢ tecnologia-agndstica e setor-agndstica. Nao prescreve
algoritmos, técnicas especificas ou métricas Uinicas; em vez disso, define o que uma organizacao
deve estabelecer para planejar, operar, monitorar e melhorar a gestdo dos seus sistemas de IA,
de modo proporcional ao risco. Essa abordagem orientada a processo e baseada em risco a torna
adequada para contextos diversos — do setor financeiro ao hospitalar, passando por automotivo
e administragdo publica — a0 mesmo tempo em que demanda evidéncias de que o sistema de
gestdo funciona na préatica (Birogul et al., 2025; Nelson & Lin, 2025; Ranjbar et al., 2024).

A estrutura segue a logica PDCA e a abordagem por processos. No Planejamento, a
organizagdo contextualiza riscos e partes interessadas, estabelece objetivos, define controles e
critérios de aceitagdo, prepara recursos € competéncias e planeja a avaliagdo de impactos e de
riscos de IA; no Fazer (Operacdo), implementa controles ao longo do ciclo de vida (da
concepegdo ao descomissionamento), incluindo requisitos para dados, modelos, fornecedores,
mudangas, supervisdo humana, explicabilidade e gestdo de incidentes; no Checar (Avaliacao
de desempenho), monitora e audita a eficidcia dos controles, mede indicadores e conduz
revisdes; por fim, no Agir (Melhoria), corrige desvios, trata ndo conformidades e atualiza
processos e controles (Benraouane, 2024; Gueorguiev, 2024). Essa cadéncia € central para
integrar a 42001 as rotinas de BPM e de gestao de projetos, porque permite encadear entregaveis
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(inventario de TA, matriz de riscos, critérios de explicabilidade, SLAs de controle, registros de
auditoria) com marcos de processo e de projeto (Bogucka et al., 2024).

Do ponto de vista de requisitos operacionais, quatro camadas se destacam. A primeira é
a governanga: a norma demanda papéis e responsabilidades claros (por exemplo, Data Owner,
Model Owner, Process Owner), foruns decisorios € documentagdo que sustentem prestagao de
contas — inclusive em temas como supervisdo humana, gestdo de mudangas e ética aplicada
(Birogul et al., 2025; Ricciardi Celsi & Zomaya, 2025). A segunda ¢ a gestdo de riscos e
impactos: além de uma matriz de riscos de IA, cresce a expectativa por relatorios de AIA
estruturados (propdsito, contexto, dados, riscos, mitigacdo, plano de monitoramento), ajudando
a transformar principios em provas de diligéncia (Benraouane, 2024; Bogucka et al., 2024). A
terceira ¢ a operagdo do ciclo de vida com controles em design-time, run-time e post-hoc:
projetar regras e semantica de processo para verificagdo prévia; e manter auditoria recorrente
habilitada por mineracao de processos — tudo com métricas de eficacia (precisdo/recall, laténcia,
taxa de falso alerta, estabilidade da explicagdao) (Mclntosh et al., 2024; Weimer et al., 2025;
Yatagha et al., 2024). A quarta ¢ a infraestrutura de suporte: governanga de dados (metadados,
linhagem, qualidade, ontologias/glossarios), competéncias e gestdo do conhecimento
(playbooks, licdes aprendidas), indispensaveis para garantir rastreabilidade e reprodutibilidade
(Benraouane, 2024; Khazieva et al., 2024).

Trés pontos de atencdo ajudam a calibrar expectativas. Primeiro, a 42001 ¢ processual:
certifica o sistema de gestdo, ndo a A em si. Um modelo tecnicamente excelente, se nao
inserido em processos com papéis, métricas ¢ documentagdo, nao atende a norma;
inversamente, um SGIA robusto pode requerer a substituicdo de modelos que ndo sejam
explicaveis ou controlaveis o bastante para seu risco (Benraouane, 2024). Segundo, a norma
pressupde proporcionalidade ao risco: o esfor¢o de controle e de evidéncia deve escalar com
criticidade, impacto e exposicdo — razao pela qual estratégias de priorizagdo e escalonamento
de avaliagdo sdo essenciais (Weimer et al., 2025). Terceiro, a 42001 ndo elimina obrigagcdes
regulatdrias setoriais; ela as organiza e torna auditaveis, exigindo matrizes de conformidade
que liguem cada obrigacdo a controles de processo e a evidéncias (Botunac et al., 2024;
Mclintosh et al., 2024).

Em sintese, a ISO/IEC 42001 oferece o fio condutor para transformar praticas de [A em
BPM - explicabilidade ancorada no processo, governanga de logs e supervisdao humana — em
um sistema capaz de ser planejado, executado, verificado e melhorado. Ao adotar essa
gramatica, organizagdes deixam de depender de esforcos localizados e passam a provar, com
evidéncias, que a A que medeia seus processos € responsavel, auditdvel e alinhada a padrdes
reconhecidos internacionalmente.

2.2 Business Process Management (BPM)

Business Process Management (BPM) ¢ a disciplina que organiza a empresa “por
processos” — fluxos de atividades interfuncionais que entregam valor a clientes e demais partes
interessadas — e que, por meio de um ciclo de vida continuo, modela, executa, monitora e
melhora esses fluxos para desempenho, conformidade e aprendizado organizacional. Na
pratica, o BPM combina trés planos: (i) gestdo (governanca de processos, papéis como process
owner, indicadores e metas), (ii) engenharia (descoberta, analise, redesenho e implementagao
de processos e regras) e (iii) tecnologia (motores de workflow/BPMS, integragdo de sistemas,
mineracao de processos, automacao e analitica). Esse arranjo explica por que o BPM ¢
frequentemente o “tecido conjuntivo” que liga estratégia, operacdes e governanca (Campos &
Carreiro, 2024; Moreira & Dallavalle, 2024).

O ciclo de vida do BPM tende a seguir um roteiro bem estabelecido: identificacdo e
descoberta do processo (por documentacao ou dados); modelagem (com padrdes como BPMN)
e andlise de gargalos, riscos e regras; redesenho e priorizagdo de mudangas; implementacao (em
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sistemas, papéis e procedimentos); execu¢do e monitoramento (coleta de eventos, indicadores
de desempenho e conformidade); e, por fim, otimizacdo com base em evidéncias. Em dominios
intensivos em dados — satde, setor publico, servigos financeiros — esse ciclo ¢ cada vez mais
orientado por dados, com mineragdo de processos extraindo modelos e métricas a partir de logs
reais, o que encurta a distancia entre o processo desenhado e processo real (Dallagassa et al.,
2022; Shafei et al., 2024).

Do ponto de vista sociotécnico, BPM nao ¢ apenas diagrama e sim uma mudanca
organizacional. A adocdo de automacdo inteligente e de monitoramento preditivo exige
competéncias por papel, desenho de feedback (clareza do racional, espago de contestacdo) e
supervisao humana explicita nos fluxos — fatores que influenciam diretamente a aceitagdo e a
eficacia das solucdes (Mayr et al., 2024; Wang et al., 2025). Por isso, a integracdo entre BPM
e ISO/IEC 42001 ¢ natural, visto que, o BPM fornece a arquitetura de processos e os pontos de
controle onde a norma demanda evidéncias, enquanto a 42001 fornece a gramatica de sistema
de gestdo — papéis, avaliacao de riscos/impactos, documenta¢do, monitoramento e melhoria —
que transforma técnicas em provas auditaveis de governanca (Elkhawaga et al., 2024; Grohs et
al., 2025; Sun et al., 2024).

Para BPM, a principal implicacdo ¢ que a ISO/IEC 42001 opera como uma gramatica
de governanga a ser acoplada aos processos. Isso se materializa em mapeamentos diretos:
processos criticos passam a ter inventario de sistemas de IA associado; modelos BPMN
incorporam regras de conformidade e metadados; indicadores de processo sdo expandidos com
KPIs de controle; tarefas e papéis incluem supervisdo humana e canais de contestacao; e o ciclo
de melhoria continua retine auditorias de processo e revisdes de AIA para ajustar limites,
explicagdes e planos de resposta (Benraouane, 2024; Birogul et al., 2025). Em organizagdes
com PMO, esse arranjo se traduz em linhas de base e entregaveis de projeto: AIA e matriz de
riscos no planejamento; critérios de explicabilidade, SLAs de controle e planos de teste na
execucdo; painéis de auditoria e relatorios de eficicia no monitoramento; e
descomissionamento controlado no encerramento (Bogucka et al., 2024; Gueorguiev, 2024).

Em sintese, 0 BPM ¢ o veiculo operativo para materializar IA responsdvel em processos:
ele localiza onde inserir controles e explicagdes, como medir sua eficacia e quem responde por
decisdes e excecdes. Ao acoplar o ciclo de vida do BPM ao SGIA da ISO/IEC 42001,
organizagdes conseguem planejar, executar, verificar ¢ melhorar a IA no proprio fluxo do
trabalho, alinhando valor de negocio, conformidade e responsabilizagdao. A Tabela 1 resume as
convergéncias entre a ISSO/IEC 42001 e o BPM.

Tabela 1: Resumo das Convergéncia entre a ISO/IEC 42001 e o BPM

ISO/IEC 42001 BPM Referéncias

Governanga: defini¢do de papéis (Data ~ Governanca de processos: papéis Benraouane (2024);
Owner, Model Owner, Process como Process Owner, definigdo de Birogul et al.
Owner), foruns decisorios, indicadores, mecanismos de (2025); Ricciardi
supervisdao humana, ética e prestagdo supervisao e instancias de decisao Celsi & Zomaya
de contas (2025)

Gestdo de riscos e impactos: matrizde  Analise e redesenho de processos: Benraouane (2024);
riscos de IA, relatorios de Al Impact identificagdo de riscos, modelagem Bogucka et al.
Assessment (AIA), planos de BPMN com regras de (2024); Ranjbar et
mitigacdo e monitoramento conformidade, priorizacdo de al. (2024)

mudangas

Operacgao do ciclo de vida (PDCA): Ciclo de vida do BPM: descoberta, Gueorguiev (2024a,
controles desde design até modelagem, execugdo, 2024b, 2025);
descomissionamento, requisitos de monitoramento e otimizagao; Mclntosh et al.
dados, modelos, fornecedores, mineragdo de processos e controles (2024); Weimer et
auditoria e explicabilidade proativos (conformidade checking) al. (2025)

Avaliacio de desempenho: Monitoramento e auditoria de Mclntosh et al. (2024);
monitoramento de indicadores, processos: coleta de event logs, Yatagha et al.
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KPIs de conformidade e
desempenho, auditorias habilitadas
por process mining

Otimizacio de processos: ajustes
baseados em métricas e feedback,
realimentagdo do ciclo BPM para
ganho de eficiéncia e compliance

Tecnologia e dados no BPM: motores
de workflow/BPMS, ontologias e
glossarios de processo, gestao de

(2024); Zerbino et
al. (2018)

Benraouane (2024);
Gueorguiev (2024a)

Benraouane (2024);
Khazieva et al.
(2024); Berti et al.

conhecimento logs e minerag@o de processos (2024); Bliznak et
al. (2024)

Weimer et al. (2025);
Botunac et al.

(2024)

Proporcionalidade ao risco: controles e
evidéncias devem escalar conforme
criticidade e impacto do processo

Priorizacdo de processos criticos:
defini¢do de processos-chave e
niveis diferenciados de
monitoramento ¢ auditoria

Fonte: autor com base na literatura.

A Tabela 1 sintetiza como os principais requisitos da ISO/IEC 42001 se relacionam
diretamente com praticas estabelecidas do BPM, mostrando que a norma fornece a gramatica
de governanca, enquanto o BPM oferece a infraestrutura operacional para materializar esses
controles em processos concretos. Em linhas gerais, a convergéncia se da porque a ISO 42001
estrutura o que deve ser gerido e evidenciado ao longo do ciclo de vida da IA, enquanto o BPM
define como esses requisitos podem ser inseridos nos fluxos organizacionais, garantindo
explicabilidade, conformidade e otimizagao continua.

3. METODOLOGIA

Este estudo seguiu os principios metodologicos da revisdo integrativa (Snyder, 2019).
A revisdo teve como objetivo identificar, organizar e analisar criticamente os principais desafios
e oportunidades para o alinhamento entre praticas de BPM, mediadas por IA, e os requisitos da
norma ISO/IEC 42001. Seguindo a orientagdo do PRISMA (Moher et al., 2015).

A busca foi realizada nas bases Scopus e Web of Science, reconhecidas por sua
cobertura interdisciplinar, indexa¢do de periddicos relevantes para administracdo, engenharia
de produgao, ciéncia da informacao e sistemas de informacao.

Tabela 2: String de Busca e Resultados

String SCO! WOS!
("process mining" OR "business process management") AND ("artificial intelligence" 21 21
OR "machine learning" OR "deep learning") AND ("transparency" OR
"explainability" OR "traceability" OR "governance" OR "risk management" OR
"compliance")
Nota! foram aplicados os seguintes filtros na busca: busca no resumo, titulo e palavras-chave; apenas documentos
do tipo artigo; e publicagdes entre 2015 e 2025.

O processo de selecao seguiu o fluxo PRISMA (Moher et al., 2015), composto pelas
seguintes etapas:

e Identificaciio: 42 registros recuperados nas buscas automatizadas;

e Triagem: Exclusao de 13 referéncias duplicatas, restando 29 textos para leitura do titulo
€ resumo;

e Elegibilidade: Apds leitura do titulo e resumo, restaram 22 textos para leitura integral;

e Exclusdo: Foram excluidos da andlise 7 textos considerados fora do escopo ou sem
conexao clara com BPM, IA, governanca ou conformidade;

e Inclusiao final: Restaram 22 estudos que foram incorporados a analise qualitativa.
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Em sintese, a aplicacdo do protocolo PRISMA permitiu transparéncia, rastreabilidade e
rigor no processo de selecdo, resultando em um corpus final de 22 estudos que oferecem base
para analisar, de forma critica os desafios, oportunidades e estratégias de alinhamento entre
BPM, IA e os requisitos da ISO/IEC 42001.

4. ANALISE DOS RESULTADOS

A analise que segue foi organizada segundo recomendagdes de Bardin (2008). O corpus
de estudos foi lido a luz da questdes propostas. O percurso analitico assumiu o roteiro classico
de Bardin — pré-analise, exploracao do material e tratamento dos resultados — porém, desde o
inicio, orientado por categorias tedricas dedutivas — desafios, oportunidades, estratégias — que
foram sendo enriquecidas por categorias indutivos surgidos do préprio corpus de pesquisa.

4.1 Desafios ao alinhar praticas de BPM/IA com a ISO/IEC 4200

Um primeiro bloco de desafios emerge no ponto de contato entre a literatura de
explicabilidade aplicada a monitoramento preditivo de processos e a exigéncia de transparéncia,
rastreabilidade e responsabilizagdo esperadas pela ISO/IEC 42001. Os estudos que orbitam XAl
em Predictive Process Monitoring (PPM) convergem para uma tese central: “explicar” no
contexto de BPM nao ¢ apenas produzir artefatos de interpretabilidade, mas situar a explicagao
na semantica do processo, isto €, reconduzi-la a tarefas, atributos de caso, papéis e regras de
negocio que fagam sentido para operadores, gestores e auditores. Em termos praticos, um
gradiente de “informatividade” da explicagdo aparece quando se comparam propostas que
apenas expdem importancias globais ou locais com aquelas que ancoram explicitamente a
explicagcdo no modelo de processo e nos caminhos efetivamente seguidos pelos casos.

A contribuicao de El-khawaga et al. (2022) propde um arcabougo empirico para aplicar
XAl em PPM, enfatizando que a utilidade da explicagdo aumenta quando ela é contextualizada
em elementos do processo € quando sua estabilidade frente a alteracdoes de dados e de
configuracdo ¢ avaliada de forma sistematica. Em paralelo, os autores exploram as fraturas
informacionais que minam a confiabilidade de explicagdes no PPM, como lacunas de log,
heterogeneidade semantica e proxies fracos, problemas que tornam explicagdes plausiveis do
ponto de vista estatistico, porém frageis enquanto instrumentos de tomada de decisdo e prova
em auditoria (Elkhawaga et al., 2022). Esses dois estudos dialogam estreitamente com a
ISO/IEC 42001 na medida em que deslocam a énfase de “mostrar” para “validar” a explicacao:
a norma indiretamente exige que transparéncia seja significativa para as partes interessadas e,
portanto, verificavel.

O passo seguinte, proposto por Elkhawaga et al. (2024), ¢ “explicar a explicagdo™: a
equipe desenvolve um método para avaliar a confiabilidade de diferentes técnicas de XAl
aplicadas a PPM, evidenciando que explica¢des variam em fidelidade, estabilidade e utilidade
percebida conforme dados, modelos e publicos. A implicacao ¢ dupla: primeiro, ndo ha “uma”
explicagdo suficiente em si; segundo, sem métricas padronizadas de qualidade da explicagdo —
coerentes com perfis de usudrio e criticidade do processo — a transparéncia se converte em
retorica ou decorre de preferéncias subjetivas. Essa conclusdo ressoa com a demanda da
ISO/IEC 42001 por evidéncias de desempenho dos controles e por documentagdo de
justificativas nas decisdes de design.

Nesse esfor¢o de ligar a explicabilidade a semantica do processo, abordagens “white-
box” e baseadas em modelos de processo oferecem uma alternativa que reduz o fosso entre
“como o modelo funciona” e “como o processo funciona”. Verenich et al. (2019) demonstram
que previsdes de desempenho ancoradas em modelos de processo favorecem a compreensao
causal e a justificabilidade de resultados, ainda que exijam disciplina na atualizagao do modelo
frente a mudancgas operacionais. De modo complementar, Maita et al. (2025) avaliam um
framework que utiliza o modelo de processo como espinha dorsal da interpretabilidade no PPM,
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sugerindo que a legibilidade para especialistas aumenta quando as explicagdes se referem a
elementos e regras formalizadas no proprio processo. Em ambos os casos, o ganho de
auditabilidade vem acompanhado de um custo de manutenc¢do: quando processos evoluem e
logs se transformam, as explicagdes precisam ser regovernadas — ou seja, versionadas, testadas
e revalidadas — o que aproxima a explicabilidade do campo de gestdo do ciclo de vida, topico
caro a ISO/IEC 42001.

Quando entram em cena arquiteturas profundas, notadamente as RNNs aplicadas a
mineracao de processos, a tensdo entre performance e legibilidade se agudiza. A abordagem
baseada em grafos para interpretar RNNs, mostra que € possivel reduzir a opacidade por meio
de representagdes intermedidrias que capturam dependéncias temporais e padroes sequenciais
(Hanga et al., 2020). Essa trilha ndo contraria a aposta “white-box” de Verenich et al. (2019),
mas a complementa: quando a complexidade do fendmeno exige modelos mais expressivos,
camadas interpretativas coerentes com o dominio podem recuperar parte da inteligibilidade e
compor uma narrativa auditavel para fins de governanca.

O segundo feixe de desafios reside na governanga e qualidade de dados de processo — a
infraestrutura silenciosa sem a qual explicabilidade, conformidade e auditoria permanecem
frageis. A revisdo de Bliznak et al. (2024) sistematiza praticas contemporaneas de governanca
de dados e expde lacunas frequentes em metadados, catdlogos, linhagem e métricas de
qualidade, problemas que, transpostos a logs de eventos, se convertem em obsticulos a
rastreabilidade e a reprodutibilidade de analises. Essa agenda institucional encontra eco no
trabalho de Cicu (2024), que propde um “Al Corporate Design” para calar a governanga de 1A
na governanga corporativa, com mandatos decisérios e responsabilidades explicitos, sob pena
de a organizacdo produzir controles sem dono e explicagdes sem legitimidade. Ao cruzar esses
argumentos com os resultados de Sun et al. (2024), que tratam de compliance em tempo de
desenho com base em informagdo semantica multi-granular, percebe-se que o gargalo nado ¢
apenas técnico: € semantico-organizacional. Sem repositorios semanticos vivos — glossarios de
processo, ontologias internas, catalogos de regras versionados — as promessas de validacao
prévia de conformidade e de explicabilidade orientada a processo perdem tragao.

No plano técnico dos dados, object-centric event logs capturam melhor realidades
processuais com multiplas entidades interagindo, mas trazem o desafio de extrair atributos
estaveis e de preservar coeréncia semantica ao longo do tempo (Berti et al., 2024). Em outras
palavras, quanto mais representamos a complexidade real, mais exigimos da governanga. Em
aplicagdes setoriais, a literatura confirma essa intuicdo, em saude (Dallagassa et al., 2022;
Shafei et al., 2024) e no setor publico (Nai et al., 2025) sugerem que enriquecimento de logs ¢
um passo critico e oneroso, mas condicdo de possibilidade para deteccdo de riscos com
significado. O denominador comum ¢ inequivoco: semantica governada ¢ o que liga dado a
regra, processo a evidéncia.

O terceiro conjunto de desafios concentra-se na conformidade dindmica — traduzir
normas e politicas em regras computédveis eficazes no desenho, na execu¢do e na auditoria.
Existem ganhos de auditoria habilitada por mineragdo de processos, mas existem fronteiras de
ambiguidade regulatoria, excecdes legitimas e dados incompletos que geram erros de
classificagdo e risco reputacional se nao forem governados (Zerbino et al., 2018). Grohs et al.
(2025) deslocam a discussdo para o conformidade proativo, no qual desvios sdo previstos e
podem ser mitigados antes de se materializarem. A promessa € robusta, mas cria um problema
de desenho de controle: calibrar sensibilidade e precisdo para evitar fadiga de alertas e
comportamentos disfuncionais (“gaming the metric”), além de exigir pactos de tempo de
resposta e responsabilizacdo. Sun et al. (2024), por sua vez, sugerem uma mitigacdo “a
montante”: avaliar conformidade no design com base em semantica formal — um caminho
custo-efetivo quando a organizacdo ja dispde de repositérios semanticos e disciplina de
modelagem; caso contrario, a porta de entrada realista pode ser a auditoria recorrente € o
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conformidade preditivo com lacos de aprendizagem. O corpus, lido em conjunto, sugere
complementaridade entre as trés camadas; a divergéncia entre estudos ¢ de énfase e maturidade
organizacional, ndo de finalidade.

Por fim, ha um bloco de desafios evidentemente sociotécnicos. Mayr et al. (2024)
investigam determinantes de adog¢do de automacao inteligente, destacando que capacidades
digitais, percep¢ao de valor, integracdo com processos existentes € competéncias sao
determinantes criticos para a absor¢ao de solucdes de IPA/PPM. Wang et al. (2025), analisando
a aceitacdo de feedback de IA versus supervisao humana, mostram como legitimidade e justica
percebida modulam atitudes em contextos de BPM, e como desenho de feedback — clareza do
racional, indicacdo da origem (IA vs. humano), espaco de contestagdo — influencia
significativamente a aceitagdo. Quando esses achados encontram a adverténcia de Fahland et
al. (2025) sobre persuasao sem prova em LLMSs, o desenho de supervisao humana com papéis,
tempos e trilhas de revisdo definidas deixa de ser um detalhe regulatorio para se tornar uma
condicao de eficacia.

4.2 Oportunidades da adog¢do da ISO 42001 processos mediados por 14

Se os desafios definem o contorno do problema, as oportunidades revelam as alavancas
jé disponiveis para construir o alinhamento BPM-IA e ISO/IEC 42001. A primeira e mais clara
oportunidade estd na explicabilidade ancorada no processo. O didlogo entre El-khawaga et al.
(2022; 2024) e Maita et al. (2025) converge para a afirmacdo de que explicacdes referenciadas
a elementos do processo — atividades, atributos de caso, gateways, papéis — aumentam
simultaneamente aceitabilidade e auditabilidade, sobretudo quando acompanhadas de métricas
de qualidade. Verenich et al. (2019) reforcam esse ponto ao demonstrar que abordagens
baseadas em modelos de processo produzem justificativas intrinsecamente mais legiveis,
ajudando a transformar a transparéncia em prova - um valor decisivo num SGIA. Em conjunto,
esses trabalhos autorizam uma proposta concreta: padronizar templates de explicagdo em BPM
e instituir indicadores de qualidade da explicacao por papel, de modo a alinhar expectativas e
operacionalizar a transparéncia exigida pela ISO/IEC 42001.

A segunda oportunidade reside em organizar controles de conformidade em camadas.
Os resultados de Grohs et al. (2025) em conformidade preditivo mostram que a prevengao reduz
custos de ndo conformidade e abre espago para acordos de servigo de controle — tempos de
resposta, critérios de escalonamento, responsabilidades — enquanto Sun et al. (2024)
demonstram que conformidade no desenho ¢ mais custo-efetiva quando a semantica esta
madura. As contribui¢des de Zerbino et al. (2018) lembram que auditoria pds-evento permanece
essencial tanto para garantia quanto para melhoria continua. Em vez de alternativas excludentes,
0 corpus sugere uma arquitetura integrada: design-time para prevenir, run-time para vigiar e
orientar, post-hoc para aprender e ajustar.

A terceira oportunidade, recorrente em multiplos estudos, coloca a governanga de dados
de processo como pino mestre do alinhamento. A revisdo de Bliznak et al. (2024) compila
praticas e frameworks que, adaptados ao contexto de logs de eventos, sustentam catalogos e
metadados ricos, linhagem explicita, politicas de qualidade e modelos de acesso, todos eles
pilares de rastreabilidade e responsabilizagdo. Cicu (2024) adiciona a dimensao institucional:
arranjos de governanga corporativa que deem mandato e legitimidade a governanga de IA,
evitando o vazio de custodia. Casos praticos como Nai et al. (2025), com enriquecimento de
logs em compras publicas, mostram o impacto direto da governanca sobre a capacidade de
detecgdo de riscos e a consisténcia de evidéncias em ambientes regulados.

As oportunidades ndo se esgotam no desenho técnico. Mayr et al. (2024) mapeiam
determinantes de adogdo que, articulados as praticas acima, viram um roteiro pragmatico:
comegar por processos com maior prontidao digital, investir em capacitacao por papéis, reduzir
atritos de integragdo e construir patrocinio com provas de valor em risco e conformidade. Wang
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et al. (2025) acrescentam o componente comportamental: design do feedback e clareza de
consequéncias aumentam a aceitagdo de recomendagdes geradas por IA. E, no pano de fundo,
Moreira e Dallavalle (2024) fornecem um mapa bibliométrico do campo de BPM que ajuda a
posicionar o esfor¢o de alinhamento em relagao a tendéncias, vazios e possibilidades de difusao
Nesse espirito de sintese, Martino et al. (2025) propdem um framework dirigido por
conhecimento para BPM aumentado por IA, aproximando explicabilidade de compartilhamento
agil de conhecimento, justamente a gramatica organizacional que a ISO/IEC 42001 valoriza
quando pede melhoria continua e li¢gdes aprendidas.

4.3 Estratégias para integrar a 1SO 42001 as praticas de IA no BPM

A partir do didlogo entre os estudos, ¢ possivel delinear uma gramatica de
implementagdo que ndo ¢ um catdlogo de ferramentas, mas um encadeamento de decisdes
coerente com as exigéncias de um SGIA e com a pratica do BPM. A primeira decisdo versa
sobre qual transparéncia buscamos. Alguns achados combinados indicam que a transparéncia
eficaz ¢ dupla: técnica, quando esclarece como o modelo chegou a saida, e operacional, quando
explica o que fazer com a informacdo, em linguagem de processo (El-khawaga et al., 2022;
Elkhawaga et al., 2024; Hanga et al., 2020; Maita et al., 2025; Verenich et al., 2019). Tornar
essa dupla transparéncia realizavel implica padronizar explicagdes ancoradas em elementos do
processo, avaliar sua fidelidade e estabilidade e testa-las com publicos especificos. Nos
contextos em que LLMs podem mediar a comunicagdo, a estratégia que emerge de Fahland et
al. (2025) ¢ usar tais modelos como interfaces explicativas condicionadas: respostas ancoradas
em artefatos verificaveis (modelo BPMN, log governado) e cercadas por checagens automaticas
e revisdo humana.

A segunda decisdo estratégica consiste em posicionar controles de conformidade onde
sao mais eficazes, considerando a maturidade de modelagem e a governanga semantica
disponivel. E possivel também uma arquitetura em camadas. No desenho, formalizar
vocabuldario, regras e restricdes de modo a permitir validacio prévia; na execucdo, empregar
PPM para conformidade proativo, com limiares calibrados e explicagdes acopladas a alertas;
apds a execucao, instituir auditorias periddicas com mineragdo de processos € amostragens
independentes. A divergéncia entre os estudos estd em qual camada priorizar; a sintese
pragmatica € comegar onde a organizagdo consegue atuar com qualidade e evoluir em diregdo
a prevencao conforme a semantica se estrutura (Grohs et al., 2025; Sun et al., 2024; Zerbino et
al., 2018).

A terceira decisdo recoloca a governanga de dados de processo no centro. Com base em
Bliznak et al. (2024) e Cicu (2024), o alinhamento exige um catdlogo de logs com metadados
completos, linhagem do evento a métrica, politicas de qualidade e acesso e papéis explicitos
(Data Owner, Data Steward, Model Owner). Estudos aplicados, como Nai et al. (2025) em
compras publicas e os trabalhos em saude de Dallagassa et al. (2022) e Shafei et al. (2024),
mostram que o investimento nessa infraestrutura retorna em reducao de desvios, aceleracao de
auditorias e prova de conformidade. A governanga também ganha um contorno técnico:
curadoria semantica e versionamento para logs centrados em objetos, mitigando o risco de
quebra de features ao longo do tempo (Berti et al., 2024).

A quarta decisdo ¢ tratar ciclo de vida como objeto de gestdo. Maita et al. (2025) e
Verenich et al. (2019) sugerem que modelos e explicacdes devem ser versionados, monitorados
e aposentados conforme critérios explicitos; Berti et al. (2024) lembram que mudangas
semanticas nos logs exigem revalidagdes tanto de modelos quanto de artefatos explicativos. Em
termos de ISO/IEC 42001, isso significa definir planos de re-treino e validacdao periddica,
detec¢do de drift, testes de regressao para explicagdes e documentagdo replicavel de mudangas.

A quinta decisdo reintroduz o fator humano como eixo da eficacia. Mayr et al. (2024)
demonstram que adogdo ¢ determinada por varidveis organizacionais controlaveis; Wang et al.
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(2025) mostram que design do feedback e clareza de consequéncias modulam aceitagio;
Fahland et al. (2025) lembram que textualizar ndo ¢ suficiente se nao houver prova e
mecanismos de contestagdo. A estratégia, entdo, ¢ instituir canais de revisao humana, capacitar
por papéis e explicitar responsabilidades e tempos de resposta para alertas e recomendacgdes, de
modo que o SGIA ndo seja apenas uma camada tecnoldgica, mas um arranjo sociotécnico
governavel.

Por ultimo, uma estratégia transversal aparece no trabalho de Martino et al. (2025):
gestao do conhecimento como amortecedor organizacional. Ao aproximar explicabilidade de
compartilhamento agil de conhecimento, o framework proposto encoraja a criagdo de
playbooks, checklists e repositorios de padrdes que codificam ligdes aprendidas e aceleram a
replicagdo de controles explicaveis e auditaveis. Moreira e Dallavalle (2024) ajudam a
posicionar tais praticas num panorama em que a difusao de BPM e automagao inteligente segue
em expansdo, o que refor¢a a necessidade de padrdes internos para preservar consisténcia a
medida que novas solu¢des sao incorporadas.

5. DISCUSSAO

Essa secdo interpreta os achados a luz da literatura e das trés questdes de pesquisa
propostas, identificando convergéncias, tensdes e avancos conceituais entre BPM mediado por
IA e os requisitos da ISO/IEC 42001.

Primeiro, a leitura do corpus confirma a centralidade da governanga e do PDCA como
linguagem comum entre BPM e ISO 42001. A norma pede papéis, responsabilidades, avaliagao
de riscos/impactos e melhoria continua (Benraouane, 2024; Birogul et al., 2025), enquanto o
BPM oferece o encadeamento operacional para materializar esses controles (Campos &
Carreiro, 2024; Moreira & Dallavalle, 2024). Os trabalhos de Gueorguiev (2024, 2025)
sustentam o uso do ciclo PDCA e da abordagem por processos como ponte pratica para integrar
um SGIA ao sistema de gestdo ja existente, o que dialoga diretamente com nossa sintese de
compliance em camadas.

Segundo, os achados corroboram a énfase da literatura em explicabilidade situada no
processo. Em XAI para PPM, a utilidade da explicagdo cresce quando ela ¢ ancorada em
BPMN, tarefas, atributos de caso e papéis (El-khawaga et al., 2022; Elkhawaga et al., 2024;
Maita et al., 2025). Essa conclusdo converge com abordagens white-box baseadas em modelos
de processo (Verenich et al., 2019) e com mecanismos de interpretacdo de redes profundas
(Hanga et al., 2020). Também esta alinhada a ISO 42001, que exige transparéncia significativa
para as partes interessadas e evidéncias de desempenho dos controles (Benraouane, 2024).

Terceiro, a literatura sustenta a arquitetura de conformidade em camadas que emergiu
na andlise: prevencao no desenho (Sun et al., 2024), monitoramento e conformidade preditivo
em execucao (Grohs et al., 2025) e auditoria pos-evento com minerac¢ao de processos (Zerbino
et al., 2018). Os estudos mostram que essas camadas nao sao substitutas, mas complementares,
e seu uso deve respeitar a maturidade semantica e a criticidade do processo — ponto coerente
com o principio de proporcionalidade ao risco da ISO 42001 (Weimer et al., 2025).

Quarto, os achados convergem com a literatura sobre governanga de dados de processo
como infraestrutura de valor — ndo s6 requisito técnico. Revisdes de governanca de dados
(Bliznak et al., 2024) e trabalhos sobre logs centrados em objetos (OCEL) e engenharia de
atributos (Berti et al., 2024) reforcam que metadados, linhagem, ontologias e qualidade sao
condi¢gdes para rastreabilidade e reprodutibilidade, pilares da norma. Evidéncias setoriais
(Dallagassa et al., 2022; Nai et al., 2025; Shafei et al., 2024) confirmam que enriquecimento e
semantica governada melhoram conformidade e valor analitico. H4 acordo com estudos que
tratam da dimensao sociotécnica. Fatores de adocdo (Mayr et al., 2024) e aceitagdo de feedback
(Wang et al., 2025) explicam por que papéis claros, treinamento por funcdes e desenho de
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feedback auditavel aumentam a eficacia dos controles — um requisito pratico para que a
governanga prevista na ISO 42001 seja operavel no dia a dia.

A primeira tensdo ¢ o trade-off performance—explicabilidade. Embora modelos
profundos tenham alto desempenho, sua opacidade exige camadas interpretativas ou a adogao
de abordagens white-box quando o risco demanda justificabilidade forte (Hanga et al., 2020;
Verenich et al., 2019). A sintese avanga ao propor a “dupla transparéncia”: técnica (como o
modelo chegou ao resultado) e operacional (o que fazer com a informacdo no processo). A
literatura trata esses pontos separadamente; coloca-los juntos como requisito de desenho de
controle amplia o debate e o aproxima dos critérios de auditoria da ISO 42001 (Elkhawaga et
al., 2024; Maita et al., 2025).

A segunda tensdo ¢ semantica: os ganhos de conformidade no desenho pressupdem
vocabulario de regras e ontologias vivas (Sun et al., 2024), mas muitos contextos apresentam
heterogeneidade de logs, proxies fracos e lacunas (Bliznak et al., 2024; Elkhawaga et al., 2022).
Ao insistir que governanga semantica ¢ “pino mestre” para explicabilidade e compliance,
nossos achados explicitam uma pré-condi¢do nem sempre operacionalizada na literatura
aplicada.

A terceira tensdo envolve LLMs como interfaces explicativas. O estudo de Fahland et
al. (2025) alerta que fluéncia textual pode gerar confianca indevida. A andlise converte isso em
requisito: se LLMs forem usados, devem operar com grounding em modelos de processo e logs,
checagens automaticas e revisdo humana. Esse encaixe sociotécnico, ausente em muitas
implementagdes, aproxima a pratica dos principios de verificagdo e prestagao de contas da
norma. Persiste a lacuna sobre como operacionalizar a proporcionalidade ao risco em ambientes
de alto volume e variagdo. A literatura aponta caminhos (Mclntosh et al., 2024; Weimer et al.,
2025), mas faltam protocolos replicaveis para “tiering” de processos e SLAs de controle
integrados ao BPM. Os achados sugerem que o BPM ¢ o veiculo natural para isso (orquestrando
papéis, métricas e rotinas), mas a investigacdo empirica ainda ¢ insuficiente.

Trés contribui¢des se destacam: (1) um mapeamento operacional ISO 42001 e BPM que
traduz “o que provar” (norma) em ‘“como provar” (processo), com &nfase em explicabilidade
ancorada no processo e compliance em camadas — sintese dispersa na literatura; (ii) a
proposi¢ao da dupla transparéncia como critério de desenho de controle, articulando XAI a
semantica de processo e aos papéis organizacionais requeridos pela norma (operador, gestor,
auditor); (ii1) a elevacdo da governanga semantica de logs de eventos ao status de infraestrutura
estratégica, ligando OCEL, ontologias e linhagem a evidéncias auditaveis e a melhoria continua
— ponto que conecta revisoes de dados (Bliznak et al., 2024), engenharia de logs (Berti et al.,
2024) e gestdao do conhecimento (de Borba, 2021; Khazieva et al., 2024; Martino et al., 2025).

Por fim, a Tabela 3 sintetiza os principais achados relacionados aos desafios,
oportunidades e estratégias identificadas andlise da revisdo integrativa.
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Tabela 3: Desafios, Oportunidades e Estratégias Identificadas

Categorias

Desafios

Oportunidades

Estratégias

Referéncias

Categorias a priori

Governanga

Silos entre TI-processos—compliance;
papéis e responsabilidades pouco claros;
aceitacdo/legitimidade

Reforgo de accountability, confianca e
legitimidade institucional

Definir Process/Data/Model Owner; foruns decisorios;
supervisdo humana explicita; codigo de ética e trilhas de
contestacdo

Benraouane (2024); Birogul et al. (2025); Cicu (2024);
Ricciardi Celsi & Zomaya (2025); Wang et al. (2025)

Gestao de riscos e
impactos

Falta de templates padronizados;
sobreposi¢do regulatoria; lacunas de
evidéncias

Documentagéo estruturada de risco;
portfdlio preventivo de controles

AIA com proposito, contexto, dados, riscos, mitigacao e
plano de monitoramento; matriz de risco ligada a controles
de processo

Bogucka et al. (2024); Benraouane (2024); McIntosh et al.
(2024); Weimer et al. (2025); Botunac et al. (2024)

Operagao do ciclo de
vida (PDCA)

Integracdo IA-BPM; gestéo de
mudangas; drift de dados/modelos;
gestdo de fornecedores

Encadear controles do design ao
descomissionamento com
rastreabilidade

PDCA aplicado ao SGIA; SLAs de controle; regras de
conformidade no design; monitoramento em execugao;
auditoria post-hoc; planos de retreino

Gueorguiev (2024a; 2024b; 2025); Sun et al. (2024);
Grohs et al. (2025); Zerbino et al. (2018)

Avaliagdo de
desempenho e auditoria

KPIs significativos para transparéncia;
pipelines em tempo real; auditabilidade
de modelos profundos

Auditoria continua; dashboards de
conformidade e eficacia

KPIs (precisdo/recall, laténcia, falsos alertas, estabilidade da
explicacdo); logging auditavel; mineragdo de processos com
amostragem

Elkhawaga et al. (2024); Zerbino et al. (2018); Weimer et
al. (2025); MclIntosh et al. (2024)

Melhoria continua

Versionamento de modelos e
explicagdes; custo de manutengdo com
processos dindmicos

Learning loops e playbooks; redugdo
de desvios ao longo do tempo

MLOps + ProcessOps; testes de regressao de
modelo/explicagio; ligdes aprendidas e padrdes internos

Verenich et al. (2019); Maita et al. (2025); Martino et al.
(2025)

Infraestrutura de suporte

Metadados e linhagem insuficientes;
complexidade de OCEL;
interoperabilidade

Rastreabilidade forte; reuso e
qualidade analitica

Catalogo e linhagem de dados; OCEL;
ontologias/glossarios; repositorios de conhecimento e
padrdes

Bliznak et al. (2024); Berti et al. (2024); Khazieva et al.
(2024); Nai et al. (2025); Dallagassa et al. (2022); Shafei
et al. (2024)

Proporcionalidade ao
risco

Categorias a posteriori

Explicabilidade ancorada
no processo

Escalonar governanga em processos de
alto volume/velocidade; calibragdo de
controles

Caixas-pretas; explica¢des ndo situadas
no processo; instabilidade das
explicagoes

Camadas de controle por criticidade;
foco em “onde d6i”

Aumento de aceitabilidade e
auditabilidade quando a explicagao
referencia BPMN, tarefas, papéis e
caminhos

Tiering de risco; SLAs de controle; avaliagdes
automatizadas e periodicas de risco/impacto

XAl ligado a elementos do processo; white-box + camadas
interpretativas; métricas de fidelidade/estabilidade; LLM
como interface explicativa com grounding

Weimer et al. (2025); Botunac et al. (2024); McIntosh et
al. (2024)

El-khawaga et al. (2022); Elkhawaga et al. (2024); Maita
et al. (2025); Verenich et al. (2019); Hanga et al. (2020);
Fahland et al. (2025)

Conformidade dindmica
em camadas

Fadiga de alertas; ambiguidade
regulatéria; excegdes legitimas

Prevencao de violagdes; resposta mais
rapida e aprendizagem organizacional

Design-time compliance semantica; conformidade preditivo
em execugdo; auditorias periddicas com process mining e
escalonamento claro

Sun et al. (2024); Grohs et al. (2025); Zerbino et al.
(2018)

Adogao e fatores
sociotécnicos

Resisténcia, lacunas de competéncias,
justica/legitimidade percebidas

Maior aceitagdo e clareza de
responsabilizagao

Capacitagdo por papéis; desenho do feedback (clareza,
origem, consequéncias); canais de contestagdo e human-in-
the-loop

Mayr et al. (2024); Wang et al. (2025); Cicu (2024);
Benraouane (2024)

Setores e casuistica

Semanticas setoriais; privacidade; custo
de enriquecimento de logs

Melhora de qualidade/seguranga e
detecgdo de riscos

Enriquecimento de logs; ontologias de dominio; mineragéo
de processos privacy-aware

Dallagassa et al. (2022); Shafei et al. (2024); Nai et al.
(2025); Ranjbar et al. (2024)

Técnicas e engenharia de

Estabilidade de atributos; drift; proxies
fracos

Melhor desempenho com
interpretabilidade maior

Features por grafos em OCEL; governanga de features;
recomendacdo de varidveis

Berti et al. (2024); Qafari & van der Aalst (2022); El-
khawaga et al. (2022)

Fonte: autor com base na literatura.
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6. CONSIDERACOES FINAIS

Este artigo partiu de trés questdes de pesquisa. QP1 indagou quais sdo os principais
desafios para alinhar praticas de BPM mediadas por IA a ISO/IEC 42001; QP2 perguntou que
oportunidades emergem dessa convergéncia; QP3 investigou estratégias factiveis para integrar
requisitos da norma aos fluxos de processo. A partir de uma revisdo integrativa, as questdes
foram respondidas na Tabela 3 ao sistematizar evidéncias em torno de trés eixos: (i) desafios —
explicabilidade situada no processo, governanca e¢ semantica de dados de processo, e
conformidade dindmica em camadas com condicionantes sociotécnicos; (ii) oportunidades —
templates de explicagdo ancorados em BPMN e logs de eventos, desenho de controles
preventivos/operacionais/retrospectivos, e institucionalizagao da governanca de dados como
infraestrutura de valor; e (iii) estratégias — encadeamento pratico que inclui papéis e foruns
(Process/Data/Model Owner), AIA padronizado, compliance em camadas (design, run, post),
catadlogos e linhagem de logs, MLOps/ProcessOps com versionamento de modelos e
explicagdes, human-in-the-loop e uso condicionado de LLMs com grounding e revisdo humana.

O objetivo foi identificar, categorizar e analisar criticamente desafios, oportunidades e
estratégias para o alinhamento entre BPM, A e ISO/IEC 42001. Esse objetivo foi alcangado
ao: (1) mapear uma ponte operacional entre a gramatica de gestdo da norma (governanga, risco,
evidéncias, melhoria) e a arquitetura de execu¢do do BPM (modelagem, monitoramento,
mineracao de processos, indicadores); (2) propor o constructo de “dupla transparéncia” —
técnica (como o modelo decide) e operacional (o que fazer no processo) — como critério para
explicabilidade util e auditavel; e (3) organizar um roteiro de implementacdo que posiciona
controles conforme maturidade semantica e criticidade do processo, em coeréncia com o
principio de proporcionalidade ao risco da ISO/IEC 42001.

Em relagdo as contribuigdes tedricas, trés aportes se destacam. Primeiro, a articulagao
sistematica ISO 42001 e BPM, que traduz “o que deve ser provado” (norma) em ‘“como provar”
no fluxo de trabalho (processo). Segundo, a no¢do de dupla transparéncia como requisito de
desenho de controle, conectando XAI, semantica de processo e papéis organizacionais
(operador, gestor, auditor). Terceiro, a elevacdo da governanga semantica de logs de eventos
(metadados, linhagem, ontologias; inclusive para OCEL) ao status de condi¢do para
rastreabilidade, reprodutibilidade e aprendizagem organizacional.

Em relagdo as contribuigdes praticas, o artigo oferece um checklist gerencial para
implementag¢do: (a) instituir papéis e comités com SLAs de controle e canais de contesta¢ao;
(b) padronizar AIA e conectar riscos a controles e evidéncias de processo; (c¢) adotar compliance
em camadas (validagdo semantica no design, PPM/conformidade preditivo na execugao,
auditorias periddicas com mineracao de processos); (d) manter catdlogos/linhagem de dados de
processo e ontologias/glossarios vivos; (e) operar MLOps/ProcessOps com versionamento €
testes de regressdo de modelos e explicagdes; (f) treinar por papéis e desenhar feedbacks
explicaveis; e (g) quando aplicavel, usar LLMs apenas como interfaces explicativas
condicionadas, com grounding em BPMN/logs e revisdo humana.

As contribuigdes sociais e regulatdrias podem ser obtidas nas recomendacdes de
transparéncia significativa para as partes interessadas e a conformidade auditavel por
evidéncias, o alinhamento proposto fortalece confianca, accountability e protecao de direitos
(privacidade, ndo discriminagdo) em setores criticos (saude, finangas, setor publico). A
ISO/IEC 42001 ¢ posicionada como organizador da conformidade multirregulatoria, por meio
de matrizes obrigacdo, controle e evidéncia, e de escalonamento de controles por criticidade.

O artigo também apresenta limitagdes, tais como: (1) a sintese baseia-se em revisao
integrativa com recorte temporal (2015-2025) e idioma (inglés/portugués), sem meta-analise
quantitativa; (2) a heterogeneidade de métodos e dominios pode introduzir viés de
publicacdo/setorial; (3) além disso, a anélise recorre primordialmente a literatura cientifico-
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técnica e secundaria sobre a norma, o que pode limitar a captura de nuances presentes em
auditorias reais ¢ documentos proprietarios; € (4) nao foi avaliada a efetividade causal das
estratégias em testes de campo controlados.

O presente trabalho ainda propde cinco trilhas de agenda de pesquisas futuras: (1)
métricas padronizadas de qualidade da explicacdo por papel e nivel de risco (fidelidade,
estabilidade, utilidade) e seus efeitos na decisdo; (2) estudos experimentais que comparem
arquiteturas de compliance em camadas (design/run/post) quanto a custo de ndo conformidade,
tempo de resposta e seguranca operacional; (3) analises de custo-beneficio e governanca de
OCEL e enriquecimento de logs em contextos regulados; (4) protocolos e limites de uso para
LLM-grounded explainability (checagens automaticas, verifica¢ao factual, revisao humana) no
BPM; e (5) modelos de tiering de risco e SLAs de controle integrados ao ciclo de vida do BPM,
incluindo guias setoriais (saude, financas, administragdo publica) e interagdes com marcos
regulatdrios emergentes.

Por fim, os resultados indicam que governar IA pelo processo ¢ a chave: a ISO/IEC
42001 define o que deve ser gerido e evidenciado; o BPM mostra como incorporar isso ao
trabalho real. Quando explicabilidade ¢ ancorada no processo, a conformidade opera em
camadas e os dados de processo sdo governados com semantica e linhagem, a organizagdo
transforma inovacdo em valor responsavel, auditavel e sustentavel.
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